**Firefox Sec, Privacy & Tracking**

**DNT flag**

* In the settings there is an option to send DNT requests to websites
* Do Not Track
* Sites are not required to follow it but some do

**Tracking protection in private windows**

* Disconnect.me will block trackers
* Recommended settings allow some trackers for functionality
* Highest setting blocks all trackers with reduced functionality
* Can disable blocking for single session if site isn’t working

**Never remember history**

* Stops browser from storing most things
* Local stored objects
* Flash cookies
* RGB cookies
* Cookies in web history
* HTTP e-tags
* Web cache
* HTML5 session, global, local storage
* SQLite
* DB storage

**Don’t accept cookies from 3rd parties**

**Use Private Browsing (doesn’t save:)**

* History
* Searches
* Cookies
* Temporary files

**Security**

Warn when sites try to install add-ons

Safe browsing (Privacy breach)

Block reported attack sites (Privacy breach)

Block reported web forgeries (Privacy breach)

Untick remember logins

* If this is used, use a master password
* Or just use a password manager instead